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to be cultivated
by this course

B BAEEREM - W2 RBBRENEES - (20%)
To have the ability to apply knowledge of computer science, mathematics, and
science to daily life. (20%)

B EREITRACAIMEE - BESHIR - B - REBPARIENEES - (15%)
To be able to think creatively and critically as well as discover, define, and solve
problems. (15%)

B EASW -~ &5t R BE - AR - BT EENRR ~ o~ SERIERIBES -
(20%)
To be able to analyze, design, develop, integrate, test, and evaluate systems,
components, and algorithms of computer science. (20%)

B RERFIBERIDHEIEAEEEREIEREES - (10%)
To have good communication skills and be able to cooperate with others in
interdisciplinary teams. (10%)

B BHEREXR - FERX - BRRHXNEES - (10%)

To be able to search literatures, read and write academic papers. (10%)

B BAEREIRPITHRE - EBHARS KERATRRRIEES - (10%)
To be able to plan and execute research projects, write research reports, and
present research results. (10%)

W AED TG E AR < EXRB RN ENRHER - (5%)
To be able to analyze and evaluate the most recent technological and industrial
advancements regarding computer science. (5%)

O EREARRERERMEHE ~ €8 - XMCEBENTZEHEET -
To understand the social, economical, cultural effects of computer science and
related technologies on the global level.

B ERERATRAG2EANEEM - (5%)
To understand the importance of international view as well as lifelong education.
(5%)

B 52 TiERE - REZVER - (5%)

To respect academics, engineering ethics, and intellectual property. (5%)

iRF2Mt (Brief course description)

ThIS course aims to provide an introduction of various machine learning techniques to detect anomalies
in data for several different kinds of applications. The course will cover three types of anomaly
detection problems, time-series signal, image, and video anomaly detections. We will start with
introducing traditional machine learning techniques for anomaly detection, and the latter part of the
course will focus on deep learning approaches to anomaly detection. We will discuss the recent
advances of deep learning techniques for anomaly detection. This course will focus on the application
of anomaly detection in smart manufacturing, video surveillance, and cybersecurity.




| SRIZAM (Syllabus)

Course keywords:

Anomaly Detection, Anomaly Localization, Machine Learning, Deep Learning, Deep Neural Network,
Qutlier Detection

— ~ $R7287 08 (Course Description)

This course aims to provide an introduction of various machine learning
techniques to detect anomalies in data for several different kinds of

applications. The course will cover three types of anomaly detection problems,
time—series signal, image, and video anomaly detections. We will start with
introducing traditional machine learning techniques for anomaly detection, and
the latter part of the course will focus on deep learning approaches to anomaly
detection. We will discuss the recent advances of deep learning techniques for
anomaly detection. This course will focus on the application of anomaly detection
in smart manufacturing, video surveillance, and cybersecurity.

— ~ I5EFHE (Text Books)

1. Anomaly Detection Principles and Algorithms, Kishan G. Mehrotra,
Chilukuri K. Mohan, and HuaMing Huang, Springer Publisher, 2017
2. some recent papers assigned for reading

3. Lecture slides

= - 1 BEE (Syllabus)

1. Introduction to Anomaly Detection

2. Distance—based Anomaly Detection

3. Clustering—based Anomaly Detection

4. Model-based Anomaly Detection

5. Anomaly Detection for Time—Series Data

6. Introduction to Deep Learning

7. Practical DNN training techniques

8. Generative Models

9. Deep Learning for Image Anomaly Detection
10. Deep Learning for Video Anomaly Detection
11. Deep Learning for Time—Series Anomaly Detection
12. Zero-shot and Few-shot Anomaly Detection
13. Guest lectures

14, Final Project Presentation

« #8751 (Teaching Method)

Lectures (instructors and guest speakers) and interactive discussion

f - 2EFFE (References)

Beginning Anomaly Detection Using Python-based Deep Learning: With Keras and
PyTorch, Sridhar Alla and Suman Kalyan Adari, 2019

75~ FAEE % (Evaluation)

Homeworks 30%

Midterm Exam 30%

Term project (team-based) 30%
Class Attendance 5%

Class Participation 5%
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